
Chirag Joshi is a renowned global CISO and a strategic advisor to Board Executives and 
Senior Cyber & Technology leaders across industry and governments. He is  also the 
National Ambassador for Critical Infrastructure ISAC Australia. His leadership has earned 
him a place on the CSO30 list of top cyber security executives  for three consecutive 
years. Chirag is an active Board Director and Vice President of ISACA Sydney, where he 
champions professional growth of cyber and risk leaders and promotes resilient security 
practices across the nation and broader region.

In a landscape where cybersecurity threats are becoming more sophisticated and the stakes are higher than 
ever, effective leadership is no longer a luxury but a necessity. To navigate this evolving environment, 
cybersecurity leaders need to adopt a strategic, forward-thinking approach that can anticipate and mitigate 
the latest threats while complying with increasingly stringent regulations.

This two-day workshop is designed for senior cyber and technology leaders who are looking to transform their 
organisation’s approach to cyber security. Focused on delivering actionable insights, the program addresses 
the most pressing challenges in modern cyber leadership, from building defensible cyber programs to 
bridging the gap between security teams and executive management.

Key Learning Outcomes:  
• Understanding the Role of the Board and Executive Management for Cyber Security
• Key elements of Defensible Cyber Posture
• Developing and Implementing Modern Cyber Strategies
• Enterprise Security Architecture to derive maximum value from Cyber Investments and address Gaps 

and Overlaps
• Effective Metrics to Track and Communicate Progress to various levels of Leadership
• Building Strong Culture and Incorporating effective Communication Methods
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Building Defensible Programs & Delivering Board-Ready Insights for Resilience
 CYBER LEADERSHIP 2025
STRATEGIC

From navigating Board-level communication to developing cyber strategies & 
informing strategic risk decisions, hands-on sessions ensure participants can apply 

what they learn immediately in their organisations.

 Practical Application - Scenario-Based Exercises - Real-World Challenges
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